Safeguarding your online privacy

Two factor authentication

**Besides your username and password** or personal identification number (PIN), two factor

authentication **requires a second token to verify your identity** example:

Physical object like credit card, mobile phone  
 biometric scan such as fingerprint  
 verification code via SMS

Open authorization

(OAuth) os an open standard protocol that allows you to use your credentials to access third-

party applications without exposing tour password

Email and web browser privacy

These problems can be minimized by enabling the in-private browsing mode

**When private mode is enabled, cookies - files saved to your device to indicate what websites you’ve visited are disabled**. Any temporary internet files are removed and your browsing history is deleted when you close the window or program